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Abstract
This article explores digitalization’s impacts on the existing international investment law regime. In par-
ticular, it examines whether international investment agreements (IIAs) apply to the digital economy, ana-
lyzing their scope of application, including the definition of protected investment and protected investor,
as well as the territorial application of those treaties. We conclude that the IIAs and their provisions are, in
principle, not intended for the digital era. However, their usually broad definitions are likely to cover
investments in digital assets, if there is a flexible interpretation of the required territorial nexus.
However, we believe caution should be exercised about including digital transformation commitments
in IIAs, as they could increase the chance of investor-state dispute settlement (-ISDS-).
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A. Introduction
The international investment regime is primarily made of a network of thousands of bilateral
investment treaties (BITs) conceived after the decolonization process that took place following
World War II. In the past decades, BITs have been complemented by preferential trade agree-
ments (PTAs) with investment chapters in the context of efficiency-seeking investment through
global value chains. However, none of these international investment agreements (-II-As) were
conceived for the profound changes the Internet brought to today’s digital economy.

This article examines whether the current international investment law framework—which
was designed in the “analogue” era for “brick and mortar” investments—is still functional in
the age of digitalization. For that purpose, we will focus on the scope of application IIAs, aiming
to answer the following questions: Are digital assets, data processing, or virtual currencies a pro-
tected investment? How can we determine the identity of an investor in a digital world? Which
State is the host State of a digital investment without a physical presence?

We then briefly ponder the effects of digitalization on the standards of treatment and protec-
tion included in IIAs, and, finally, whether the current international investment regime leaves
enough policy space for States to regulate the digital transformation of their economies and
societies.
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B. Scope of Application of IIAs
IIAs grant different standards of protection to foreign investors, both substantive and procedural.
Substantive guarantees include, among others, national treatment (NT), most-favoured-nation
(-MFN-) treatment, fair and equitable treatment (-FET-), full protection and security (-FPS-),
and protection against illegal expropriation. Procedural guarantees include the possibility of
bringing claims against the host State outside domestic courts using investor-state dispute settle-
ment (-ISDS-), mainly through investor-state arbitration.1

But such “extra” protection is only granted to “covered” investments and investors that qualify
as such, according to the definitions that each agreement includes in its scope of application. In
this section, we will examine the impact digitalization may have on those provisions, notably in the
definition of protected investment, protected investor, and the territorial application of the treaty.

C. Definition of Protected Investment
IIAs do not have a single definition of what constitutes a foreign investment.2 However, most
consider a non-exhaustive “asset-based” definition of investment that qualifies for treaty protec-
tion. These agreements broadly describe investment as “every kind of asset” (which is understood
to have an economic value) and then provide an exemplary list. That traditionally includes mov-
able and immovable property, shares and other interests in companies, claims under a contract
having a financial value, business concessions under public law, and intellectual property rights
(IPRs).3 Even though few IIAs define investment as a closed list of assets, several of them include
the same core categories of such “traditional” assets in the restrictive list.4

In contrast to the “subjectivist” theory, which attributes primary importance to the definition of
investment in IIAs, a competing “objectivist” theory posits the existence of implicit elements in the
definition of investment, such as a contribution of capital or other resources, a certain duration, an
element of risk, and a contribution to the economic development of the host State.5 The objectivist
theory has its roots in an arbitral decision in Salini v. Morocco (hereinafter the “Salini Test”),
which interpreted Article 25(1) of the Washington Convention6 that established the
International Centre for the Settlement of Investment Disputes (ICSID), the most used ISDS
forum.7 Several treaties now provide that those assets must have the “characteristics of an invest-
ment” to be covered by the agreements, which with certain variations, usually include the implicit
elements described before.8

In addition to the definition of investment, IIAs usually require as a condition to protect invest-
ments that such assets are invested in accordance with the laws and regulations of the host State.

1RUDOLF DOLZER, URSULA KRIEBAUM & CHRISTOPH SCHREUER, PRINCIPLES OF INTERNATIONAL INVESTMENT LAW 16 (3rd
ed., 2022).

2CATHERINE YANNACA-SMALL & LAHRA LIBERTI, INTERNATIONAL INVESTMENT LAW: UNDERSTANDING CONCEPTS AND

TRACKING INNOVATIONS: A COMPANION VOLUME TO INTERNATIONAL INVESTMENT PERSPECTIVES 46 (Organization for
Economic Cooperation and Development ed., 2008)

3YANNICK RADI, RULES AND PRACTICES OF INTERNATIONAL INVESTMENT LAW AND ARBITRATION 388–89 (2020).
4See generally Government of Canada, Trade and Investment Agreements, https://www.international.gc.ca/trade-

commerce/trade-agreements-accords-commerciaux/agr-acc/index.aspx?lang=eng (last visited Mar. 31, 2023) (showing that
a closed list of assets is usually included in Canadian IIAs).

5Mavluda Sattorova, Defining Investment Under the ICSID Convention and BITs: Of Ordinary Meaning, Telos, and Beyond,
2 ASIAN J. INT'L. L. 267, 267 (2012).

6Salini Construttori S.p.A. and Italstrade S.p.A. v. Kingdom of Morocco, ICSID Case No. ARB/00/4, Decision on
Jurisdiction (July 23, 2001).

7Convention on the Settlement of Investment Disputes Between States and Nationals of Other States, Mar. 18, 1965, 575
U.N.T.S. 159.

8RADI, supra note 3, at 392.
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Numerous arbitral tribunals have considered that the legality requirement is applicable even when
it is not explicitly provided for in the text of the agreement.9

Digitalization may have at least two significant effects on the definition of investment included
in IIAs that could affect the qualification of certain assets as protected investments, first on “tradi-
tional” types of investment in the digital economy and second, concerning purely digital assets.

I. Traditional Investment in the Digital Economy

An investment could be made in “traditional” assets but in the digital economy, notably in three
main areas: 10 in digital firms (e.g., ridesharing or dating apps), in digital adoption by non-digital
firms (e.g., mobile banking, or online sales), and in digital infrastructure (e.g., online payment, or
cloud-computing).11 The economic sectors where investment has more digital dimensions, are
information and communication technology (ICT) industries (e.g., telecommunications), audio-
visual (e.g., media, music, and film streaming), professional services (e.g., digital health services),
finance, and insurance.12

On occasion, digitalization may imply a different way of proving the property or control over
assets. For example, in 2019, the European Union (EU) modified its Directive 2017/1132 relating
to certain aspects of company law.13 Since then, Member States must ensure the procedures for
online formation, registration, and filing of companies, although national legislation may limit
them to certain types of companies. Notaries or lawyers may be involved to verify the identity
and legal capacity of persons intending to create a company or register a branch. Still, such
involvement should not prevent the completion of the entire procedure online. 14

Certain countries even allow “digital shares.” For instance, a law about Distributed Ledger
Technology (DLT—commonly referred to as “Blockchain”) has been in force in Switzerland since
February 1, 2021, making digital share certificates possible.15 The DLT Law introduced a new type
of negotiable securities, allowing the tokenization of rights, claims, and financial instruments,
including shares, bonds, and derivatives. The electronic registration of rights has the same pro-
tection as any traditional security.16

II. Investment in Digital Assets

Digitalization has also created assets that do not necessarily have a physical representation in the
real world and are purely digital. There is no universally agreed-upon definition of “digital assets.”
Still, for this article, we will consider them intangible interests usually subject to contracts that
determine whether an owner can use, sell, transfer, exclude, donate, or dispose of them.17

9Katharina Diel-Gligor & Rudolf Hennecke, Investment in Accordance with the Law, in INTERNATIONAL INVESTMENT LAW:
A HANDBOOK 566–68 (Marc Bungenberg, Jörn Griebel, Stephan Hobe & Augsut Reinisch eds., 2015).

10World Investment Report 2017: Investment and the Digital Economy, U.N. Conf. on Trade and Dev. 189, U.N. Sales No.
E.17.II.D.3.

11Matthew Stephenson, Mohammed Faiz Shaul Hamid, Augustine Peter, Karl P. Sauvant, Adnan Seric & Lucia Tajoli,More
and Better Investment Now! How Unlocking Sustainable and Digital Investment Flows Can Help Achieve the SDGs, 4 J. INT'L
BUS. POL'Y 152, 158 (2021).

12Prashant Gandhi, Somesh Khanna & Sree Ramaswamy, Which Industries Are the Most Digital (and Why)?, HARV. BUS.
REV. (2016).

13Directive 2019/1151, of the European Parliament and of the Council, 2019 O.J. (L186) (amending Directive 2017/1132
regarding the use of digital tools and processes in company law).

14Vasiliy Andreevich Laptev & Daria Rinatovna Feyzrakhmanova, Digitalization of Institutions of Corporate Law: Current
Trends and Future Prospects, 10 LAWS 93, 3 (2021).

15Chancellerie Fédérale, Federal Act on the Adaptation of Federal Law to Developments in Distributed Electronic Register
Technology https://www.newsd.admin.ch/newsd/message/attachments/60601.pdf (last visited Mar. 31, 2023).

16See generally DANIEL HAEBERLI, STEFAN OESTERHELT & ALEXANDER WHERLOCK, BLOCKCHAIN & CRYPTOCURRENCY

REGULATION 2022 - SWITZERLAND (Josias Dewey ed., 2022).
17Natalie M Banta, Property Interests in Digital Assets: The Rise of Digital Feudalism, 38 CARDOZO L. REV. 1099 (2016).
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Digital assets may come in many forms, like e-mails, social media accounts, reward points pro-
grams, electronic media in digital format (music, videos, and books), software (in source or object
code), compilations of data (databases), domain names, designs, trade secrets, and digital
currencies.

In principle, because of the broad nature of the investment definition found in most IIAs, one
could assume that digital assets would be considered included in their definition of investment. As
Chaisse and Bauer put it, if tribunals accept the meaning that “every kind of asset” includes every-
thing of economic value, then digital assets should clearly fall under these broad definitions.18 A
stricter approach would also require that digital assets have some characteristics—at least commit-
ment of resources, certain duration, and an element of risk—following a “Salini-light” test which
seems to be prevailing in current -ISDS-.19 Although digital assets would potentially satisfy these
criteria, as types of digital assets vary significantly, the analysis should probably be done on a case-
by-case basis.

However, Mills has highlighted “structural challenges” in applying IIAs to ICT concerning their
compositional and definitional makeup. She claims the incompatibility of terms and coverage
detailed in these agreements, particularly for investments in the ICT sector’s intellectual property
and digital assets.20 For example, even though definitions of investment found in IIAs tend to be
broad, predominantly asset-based open lists, the fact that they usually do not include digital assets
means that to consider them protected investments, a claimant has the burden of proving that they
are, in fact, assets. It is more easily justifiable that an asset exists if it fits in one of the listed cat-
egories, and if that is not the case, a tribunal would have to confirm that unnamed assets share at
least some of the characteristics of those listed as examples for that general term.21

It seems sensible then to make a more detailed analysis of some issues concerning IPRs, data,
virtual currencies, and other digital tokens, to examine whether they would be covered in the def-
inition of investment commonly included in IIAs, as well as if they comply with the different
“characteristics” of an investment as described before.

1. Intellectual Property Rights
Some digital assets might already be included in the IIAs’ exemplary list of assets. This is true for
most IPRs described before, like copyright (over digital music, videos, and books), designs, and
trade secrets.22 Other rights are not always explicitly mentioned as IPRs in IIAs but are considered
as such in other agreements, like software, source code, and trade secrets, which are protected by
the World Trade Organization (WTO) Agreement on Trade-Related Aspects of Intellectual
Property Rights (-TRIPS-).23 Software protection should include online games and virtual goods
(avatars, skins) derived from it. Despite their absence from the TRIPS Agreement, domain names

18Julien Chaisse & Cristen Bauer, Cybersecurity and the Protection of Digital Assets: Assessing the Role of International
Investment Law and Arbitration, 21 VAND. J. ENT. & TECH. L. 549, 559 (2019).

19AUGUST REINISCH, ADVANCED INTRODUCTION TO INTERNATIONAL INVESTMENT LAW 107 (Edward Elgar ed., 2020).
20Ivory Mills, Emergent Challenges in International Investment Law: Investing in ICT, in HUMAN RIGHTS AND

TECHNOLOGY: THE 2030 AGENDA FOR SUSTAINABLE DEVELOPMENT 33 (Mariateresa Garrido V. ed., 2017).
21Jan Asmus Bischoff & Richard Happ, The Notion of Investment, in INTERNATIONAL INVESTMENT LAW: A HANDBOOK 501

(Marc Bungenberg, Jörn Griebel, Stephan Hobe & Augsut Reinisch eds., 2015).
22See e.g., Hong Kong, China SAR - Mexico BIT (2020), Art. 1: “intellectual property rights” means copyright and related

rights, trademark rights, rights in geographical indications, rights in industrial designs, rights in patents, rights in layout-
designs (topographies) of integrated circuits, rights in plant varieties, and rights in undisclosed information, as defined
and described in the TRIPS Agreement.

23Art. 10 TRIPS protect computer programs, whether in source or object code, compilations of data or other material,
whether in machine-readable or another form. Both are also protected by Arts. 4 and 5 of the 1996 World Intellectual
Property Organization (-WIPO-) Copyright Treaty (-WCT-). Software is also protected as literary works under the 1971
Berne Convention.
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are increasingly featured in the intellectual property chapters of PTAs.24 Artificial intelligence (AI)
systems and their underlying algorithms can be protected under IP law, either as trade secrets,
copyright, or patent.25

Therefore, it is likely that some digital assets can be considered protected investments as IPRs,
following the most used investment definition found in IIAs. In the current digital economy, the
economic value of these assets should be easier to determine, as well as some investment char-
acteristics. For example, the commitment of resources and assumption of risks are common in
developing new technologies, and IPRs are protected for a specific duration. But that would
not necessarily be the case for other elements, like the requirement of a contribution to the host
State’s economic development—if we follow a full Salini test.

However, it is important to note that not all IIAs include such broad language for IPRs, and
some even include exclusions to the investment definition.26 Plus, one can consider that the rules
governing the protection of IPRs are not necessarily up to date, as most were created in a different
technological context. Therefore, in those treaties, it could be debatable what kind of IP rights
apply to new technologies and, thus, if such a technology constitutes an asset.27

2. Data
Certain digital assets pertain solely to digital services that can store an immense amount of per-
sonal, business, and consumer information, like e-mails, social media accounts, and reward points
programs.28 Although some of these services require a fee (usually a small one), the majority of
them are provided for free. So, what would be the economic interest in such services, that could
qualify them as an asset for the purpose of investment protection?

To consider tangible property as an investment, there is essentially no need to examine the
nature or value of the asset: It is sufficient to own it. For intangible properties, there is a need
to inquire whether the activity or relationship is plausibly an economic one.29

As Chaisse and Bauer have pointed out, the value of digital assets is directly linked to their data.
While the intrinsic value constitutes the primary reason someone might want the data (e.g., a
company logo, or a domain name), the extrinsic value is represented by the metadata, which con-
textualises the data.30 The Organization for Economic Cooperation and Development (OECD)
considers data as a “core asset” for the digital economy,31 and has classified data into four types
based on the distinction of the parties involved in data flows: Business to Business (B2B, e.g.,
Internet of Things and global value chains data), Business to Consumer (B2C, e.g., health and
financial services), Government to Citizen (G2C, e.g., personal health and tax data),
and Citizen to Citizen (C2C, e.g., e-mails and social media messages).32 According to Zhang
and Mitchell, B2B and B2C data are likely to meet the requirement of being a contribution of
capital or other resources. In contrast, G2C and C2C data are less like to do, as they are produced

24Celia Lerman, Domain Name Dispute Resolution and the WTO TRIPS Agreement, WIPO-WTO- COLLOQUIUM FOR

TCHR'S INTELL. PROP. 3 (2012).
25Katarina Foss-Solbrekk, Three Routes to Protecting AI Systems and Their Algorithms under IP Law: The Good, the Bad and

the Ugly, 16 J. INTELL. PROP. L. & PRACTICE 247 (2021).
26Chaisse & Bauer, supra note 18, at 558, 560.
27Mills, supra note 20, at 44.
28Banta, supra note 17, at 1147–48.
29Julian Davis Mortenson, The Meaning of Investment: ICSID’s Travaux and the Domain of International Investment Law,

51 HARV. INT'L L. J. 257, 270, 301 (2010).
30Chaisse & Bauer, supra note 18, at 558.
31OECD,Managing Digital Security and Privacy Risk: 2016 Ministerial Meeting on the Digital Economy: Background Report,

254 OECD DIGIT. ECON. PAPERS 1, 7 (2016).
32OECD, Data in the Digital Age, OECD GOING DIGIT. POL'Y NOTE (2019).
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by the government and citizens, respectively.33

In that context, the companies that design, provide, and operate digital services (like Facebook,
Instagram, and the like) are more likely to have an investment, as they monetise access to their
users by selling targeted advertisement and marketing services or allowing third parties to offer
services (like applications, games, and surveys).34 The qualification as an asset could also be
achieved if it is proven an investment to obtain and collect the data. For example, in several cases,
the Court of Justice of the European Union (CJEU) has defined “investment” in the obtaining,
verification, or presentation of the contents of a database, as “resources used to seek out existing
materials and collect them in the database but does not cover the resources used for the creation of
materials which make up the contents of a database.”35

According to the World Bank, unprocessed data has relatively little value, and added value is
created through the processing of data (mining, refining, and collection) necessary to be sold.36

That value tends to lessen over time, and old data is usually less valuable than new data.37

In contrast to the providers of digital services, the user is interested in accessing them and their
content, but in principle, is not investing in them. Although some non-personal and anonymised
data could be the subject of property rights,38 generally, it is considered that particular personal
data cannot be the subject of property law.39 But can we entirely exclude the qualification as an
investment of “influencers” social media accounts in platforms like TikTok or Instagram that have
millions of followers and generate important revenues?40 In some cases, those accounts have so
many followers precisely because the account holders share their own personal data.

Therefore, it is likely that data processing could be considered an asset in the current digital
economy and thus protected by most IIAs. That interpretation could be more complex for per-
sonal accounts on social media, but not necessarily impossible. Even if they do not formally own
their social media account, one can say that their online business derives from a contract having a
financial value, one of the common assets listed in IIAs as part of the investment definition.

Concerning investment characteristics, data processing generally implies the commitment of
resources as well as some associated business risks proper of new technologies. These include the
limitations of the cross-border flow of data and requirements on data localization, which some
countries like China, India, Russia, and Turkey have enacted.41 Data compilations, whether in
machine-readable or another form, are also protected by the TRIPs agreement for a specific dura-
tion.42 Building and updating such databases over time would probably meet the duration

33Qianwen Zhang & Andrew Mitchell, Data Localization and the National Treatment Obligation in International
Investment Treaties, WORLD TRADE REV. 1, 4 (2021).

34Enikő Horváth & Severin Klinkmüller, The Concept of “Investment” in the Digital Economy: The Case of Social Media
Companies, 20 J. WORLD INV. & TRADE 577, 583 (2019).

35Daniel J. Gervais, TRIPS Meets Big Data, in BIG DATA AND GLOB. TRADE L. 160–76, 169 (Mira Burri ed., 2021) (citing
C-46/02, Fixtures Marketing Ltd v. Oy Veikkaus Ab (2004), -ECLI-:-EU-:C:2004:694; C-203/02).

36WORLD BANK, INFORMATION AND COMMUNICATIONS FOR DEVELOPMENT 2018: DATA-DRIVEN DEVELOPMENT 1 (2018).
37Lockwood Lyon, The End of Big Data, DATABASE J., May 2016, ¶ 7.
38Ivan Stepanov, Introducing a Property Right over Data in the EU: The Data Producer’s Right – an Evaluation, 34 INT'L REV.

L., COMPUTS. & TECH. 65 (2020).
39Sheng Zhang, Protection of Cross-Border Data Flows Under International Investment Law, inHANDBOOK INTERNATIONAL

INVESTMENT LAW AND POLICY 209, 218 (Julien Chaisse, Leïla Choukroune & Sufian Jusoh eds., 2020).
40Michael Haenlein, Ertan Anadol, Tyler Farnsworth, Harry Hugo, Jess Hunichen & Diana Welte, Navigating the New Era

of Influencer Marketing: How to Be Successful on Instagram, TikTok, & Co., 63 CAL. MGMT. REV. 5 (2020).
41Nigel Cory & Luke Dascoli, How Barriers to Cross-Border Data Flows Are Spreading Globally, What They Cost, and How

to Address Them, INFO. TECH. & INNOVATION FOUND (July 19, 2021) https://itif.org/publications/2021/07/19/how-barriers-
cross-border-data-flows-are-spreading-globally-what-they-cost/ (last visited Mar. 31, 2023).

42Agreement on Trade-Related Aspects of Intellectual Property Rights arts. 10, 12, Apr. 15, 1994, Marrakesh Agreement
Establishing the World Trade Organization, Annex 1C, 1869 U.N.T.S. 299, 33 I.L.M. 1197 (1994) [hereinafter -TRIPS-
Agreement].
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requirement.43 Again, like with digital assets covered by IPR, the most challenging condition to
comply with would be the contribution to economic development (if the full Salini test is
followed).

According to the OECD, there are many ways in which data can bring economic and social
benefits to the host State. These include increased competition and cooperation within and across
sectors, creating business opportunities for data intermediaries and start-ups, developing user-
driven innovation, and driving productivity growth.44 For some, the data of foreign companies
can contribute to the host State’s development by promoting its digital economy.45 But those pos-
itive effects are less clear if data processing is done outside the territory from where the data is
collected, and if the business activities generate minimum or no tax revenues for the host State.

Streinz has warned that broad investment definitions in many IIAs and the different
approaches deployed by ISDS tribunals make it plausible that data will soon be recognised as
a protected asset, granting property-type protection under international investment law even
though such protection largely remains uncertain under domestic law.46

3. Virtual currencies and digital tokens
Virtual currencies (also known as “cryptocurrencies”) are the digital representation (or “token”) of
value operating with DLT47. They are used as means of payment for goods and services, as a store
of value, or as vouchers to access goods or services.48 The best-known cryptocurrency is “Bitcoin,”
the one for which blockchain technology was invented. 49

Currently, cryptocurrencies are not considered to be “money,” as for that they should satisfy
four conditions: be a medium of exchange, a unit of account, a store of value, and a standard of
deferred payment.50 Even if some cryptocurrencies could partially fulfil these purposes, that does
not mean they would be considered money, and even then, cryptocurrencies have broadly not
been recognised as legal tender. In fact, only a couple of countries have done so. In September
2021, El Salvador became the first to make bitcoin legal tender, 51 followed in April 2022 by
the Central African Republic.52 In both cases, economic agents were required to accept bitcoins
for all payments. Several Central banks worldwide are exploring the design and implications of
central bank digital currencies (CBDCs), but this is for operations among those banks and not for
private transactions.53

43Zhang & Mitchell, supra note 33, at 5.
44OECD, Enhancing Access to and Sharing of Data: Reconciling Risks and Benefits for Data Re-Use Across Societies (2019).
45Zhang & Mitchell, supra note 33, at 5.
46Thomas Streinz, International Economic Law’s Regulation of Data as a Resource for the Artificial Intelligence Economy, in

ARTIFICIAL INTELLIGENCE AND INTERNATIONAL ECONOMIC LAW: DISRUPTION, REGULATION, AND RECONFIGURATION 175–
192, 190 (Shin-yi Peng, Ching-Fu Lin & Thomas Streinz eds., 2021).

47José Gustavo Prieto Muñoz, “Crypto-Investment” in International Economic Law: A First Sketch, 20 GLOB. JURIST 1 (2020).
48Rosa María Lastra & Jason Grant Allen, Virtual Currencies in the Eurosystem: Challenges Ahead: In Depth Analysis:

Monetary Dialogue July 2018, 9 (Eur. Parliament Directorate-General for Internal Pol'ys ed. 2018).
49PricewaterhouseCoopers, Making Sense of Bitcoin, Cryptocurrency and Blockchain https://www.pwc.com/us/en/

industries/financial-services/fintech/bitcoin-blockchain-cryptocurrency.html (last visited Mar. 31, 2023).
50JOSE M. CARTAS & ARTAK HARUTYUNYAN, MONETARY AND FINANCIAL STATISTICS MANUAL AND COMPILATION GUIDE

179–80 (Int'l Monetary Fund, 2017).
51Fernando E. Alvarez, David Argente & Diana Van Patten, Are Cryptocurrencies Currencies? Bitcoin as Legal Tender in El

Salvador, https://www.nber.org/system/files/working_papers/w29968/w29968.pdf (Nat'l Bureau of Econ. Rsch., Working
Paper No. 29968, 2022) (last visited Mar. 31, 2023).

52Ryan Browne, Central African Republic Becomes Second Country to Adopt Bitcoin as Legal Tender, CNBC.COM, Apr. 28,
2022, https://www.cnbc.com/2022/04/28/central-african-republic-adopts-bitcoin-as-legal-tender.html (last visited Mar. 31,
2023).

53Raphael Auer, Codruta Boar, Giulio Cornelli, Jon Frost, Henry Holden & AndreasWehrli, CBDCs beyond Borders: Results
from a Survey of Central Banks, 116 BIS PAPERS 22 (2021).
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Cryptocurrencies can be used to pay for goods and services, provided the counterparty accepts
this form of payment. In Switzerland, tax authorities of the Canton of Zug started to accept some
cryptocurrencies for tax payments in 2021.54 Additionally, they could be considered non-financial
assets.55 A task force of the European Central Bank (ECB) has defined “crypto-asset” as “any asset
recorded in digital form that is not and does not represent either a financial claim on, or a financial
liability of, any natural or legal person, and which does not embody a proprietary right against an
entity.”56 Since 2015, Kazakhstan has recognised cryptocurrency as a form of property,57 not a
financial instrument or means of payment. From June 2020, it has legalised its mining, adding
information to a DLT with the expectation of a reward from the same system.58

But markets for other digital tokens have recently exploded in recent years: non-fungible tokens
(-NFT-s) minted using “smart contracts.” Unlike cryptocurrencies, -NFT-s are unique digital
assets, each with different attributes that are sold and bought like real-world objects. Fairfield
has argued that -NFT-s are personal property, not contracts (or pure intellectual property
licenses), and considers them digital equivalents of collectables, rare artworks, and other assets
that gain value from scarcity.59 Others are more sceptical about recognising that quality.
Examining the most common type of NFT—a metadata file containing information encoded with
a digital version of the work being tokenised—Guadamuz points out that NFTs are not always
subject to copyright protection, and most do not involve the transfer of rights.60 Additionally,
there is no consensus on whether “smart contracts” are a contract in the legal meaning of the
word. For some is a misnomer, as they are merely a self-executing, computer-coded agreement.61

Even if cryptocurrencies do not qualify as money or legal tender, it is likely that they may be
considered an asset and thus protected by most IIAs, especially in those countries where domestic
law has recognised them at least as a means of payment. However, the situation could be more
difficult for NFTs and other digital tokens if they cannot be considered equivalent to IPRs or con-
tracts having a financial value.

Concerning investment characteristics, cryptocurrencies imply both the commitment of
resources and the assumption of risks (and sometimes high ones). Elements of duration and a
link to the development of the host State’s economy would be more difficult to ascertain.
Prieto has suggested a category of “crypto-assets” could be recognised in the context of IIAs if
they comply with three elements: (i) the digitalization of an asset; (ii) a connection to a -DLT-
governance infrastructure; and (iii) a strong link to the economy of the host State.62

D. Definition of Protected Investor
IIAs generally consider as protected foreign investors, either natural persons or juridical persons
—primarily private companies. On occasions, investment treaties extend their protection also to
“permanent residents,” although article 25 of the ICSID Convention does not consider it a valid
link to trigger investor-state arbitration.63 The investor’s nationality determines the “foreignness”

54HAEBERLI ET AL., supra note 16.
55CARTAS & HARUTYUNYAN, supra note 50, at 60.
56Dirk Bullmann et al., Crypto-Assets: Implications for Financial Stability, Monetary Policy, and Payments and Market

Infrastructures, EUR. CENT. BANK OCCASIONAL PAPER SERIES, May 2019, at 7.
57Law № 418-V of the Republic of Kazakhstan.
58Law № 347-VI of the Republic of Kazakhstan.
59Joshua Fairfield, Tokenized: The Law of Non-Fungible Tokens and Unique Digital Property 97 IND. L. J. 1261 (2022).
60Andres Guadamuz, The Treachery of Images: Non-Fungible Tokens and Copyright, 16 J. INTELL. PROP. L. & PRAC. 1367

(2021).
61Contract Law and Smart Contracts, in THE CAMBRIDGE HANDBOOK OF SMART CONTRACTS, BLOCKCHAIN TECHNOLOGY

AND DIGITAL PLATFORMS 59, 140 (Larry A. DiMatteo, Michel Cannarsa & Cristina Poncibò eds., 2019).
62Muñoz, supra note 47, at 10.
63RADI, supra note 3, at 406.
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of the investment,64 which in the case of legal entities is usually recognised as the place of incor-
poration or the main seat of business. However, several treaties also go beyond these formal ele-
ments and require a bond between the corporate investor and the State whose nationality claims,
such as “substantial business activities,” or include provisions on denial of benefits in order to
avoid nationality planning or the creation of “paper” legal entities just for the benefit of the
IIA’s protection.65

The impact of digitalization in investment treaties concerning the definition of investor is
somewhat limited, but it could appear in at least two situations. The first one concerns the emer-
gence of electronic residence, in the event that the resident status is protected under investment
treaties. According to the EDIT database, at least 104 BITs include such provisions.66 Virtual or
“E-Residency” programs offer a digital identity to start and manage an online company. Estonia
was the first country to introduce one in December 2014. Any individual who signs up and
receives an -ID- in accordance with the established procedure can register and manage companies
online from anywhere in the world, as well as use online banking services, declare assets online,
sign documents, and enter contracts using an electronic digital signature.67 Following Estonia’s
footsteps, other countries launched their own e-residency program, like Lithuania (in January
2021)68 and Ukraine (in July 2021).69 At least 8 IIAs from these countries grant protection to
permanent residents.70

The question would be then whether e-residents could benefit from the protection granted to
permanent residents in IIAs. At least from the status of the virtual residency programs referred to
above, the answer is likely to be negative, as currently, that type of residence is only offered for a
limited period of time, but this is a policy that such countries (or others in the future) could change
over time.

The second situation where the qualification as a protected investor could be affected by digi-
talization concerns the requirement of “substantial business activities” found in some IIAs—either
as part of the investor definition or as a basis for the denial of the treaty benefits. For example,
Estonia and Ukraine’s e-residency programmes explicitly allow establishing a completely digital
company, meaning inter alia, digitally managing share capital structures, conducting board deci-
sions, and declaring taxes. This trend is likely to be followed by other countries. As mentioned, the
-EU- has already modified its Directive 2017/1132, and the Member States must ensure online
procedures for forming, registering, and filing companies.

When a company is established and managed digitally abroad, one can question whether a such
economic activity is substantial enough for the purposes of IIA protection. Because of the official
recognition of the digital status of such companies, a likely answer would be that if such business
activities are real or material, protection should still be granted, even if such activities take place
predominantly online. In Amto v. Ukraine, the tribunal interpreted this requirement as meaning
that there must be business activities, they need not be large, and the materiality, not the magni-
tude of the business activity, is the decisive question.71 Following the same criteria, the tribunal in

64DOLZER, supra note 1, at 58–59.
65See id. at 65–78.
66Wolfgang Alschner, Manfred Elsig & Rodrigo Polanco, Introducing the Electronic Database of Investment Treaties (EDIT):

The Genesis of a New Database and Its Use, 20 WORLD TRADE REV. 73 (2020).
67Republic of Estonia, The New Digital Nation (e-Residency) https://www.e-resident.gov.ee (last visited Mar. 31, 2022).
68Republic of Lithuania, I Want to Become an Electronic Resident (Migracijos departamentas (MIGRIS)), https://www.

migracija.lt (last visited Mar. 31, 2023).
69UKRAINE, E-Residency Ukraine, https://www.e-resident.gov.ee/eresidency-ukraine/ (last visited Mar. 31, 2023).
70Lithuania - Serbia andMontenegro -BIT- (2005); Lithuania - Uzbekistan -BIT- (2002); Australia - Lithuania -BIT- (1998);

Estonia - Israel -BIT- (1994); Kazakhstan - Ukraine -BIT- (1994); Israel - Ukraine -BIT- (1994); Iceland - Lithuania -BIT-
(2002); Israel - Lithuania -BIT- (1994).

71Limited Liability Company Amto v. Ukraine, SCC Case No. 080/2005, Final Award, §69 (Arb. Inst. Stockholm Chamber
of Com. 2008).
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Masdar v. Spain, decided that “substantial” in this context means of substance and not merely of
form or size.72 In 9REN v. Spain, the tribunal rejected a denial of benefits objection on the basis
that the determination of what “substantial business activities” is depends on the nature of the
business (e.g., activities of a holding company are different from those of bricks and mortar busi-
ness).73 However, in GCM Mining v. Colombia, the tribunal held that “substantial” provides an
important materiality threshold. A business activity may not be mere cursory, fleeting, or inci-
dental. Still, it must be of sufficient extent and meaning as to constitute a genuine connection
by the company to its home State.74

E. Territoriality of Digital Investments
According to Article 29 of the Vienna Convention of the Law of the Treaties (VCLT), “[u]nless a
different intention appears from the treaty or is otherwise established, a treaty is binding upon
each party in respect of its entire territory.”75 Many IIAs require a territorial nexus or physical
link and only grant protection to investments that are made “in the territory” of the host
State.76 IIAs usually include definitions of “territory” or “area” where investment is made.

The question is then whether a person or a company can have an “investment” in a state with
nothing but a digital presence (e.g., a presence through the Internet).77 So, where is a person inves-
ting when acquiring assets in the digital world or the metaverse?78

Establishing physical connections for digital investment could be a complicated enterprise and
will largely depend on the nature of the digital assets being invested (more than their economic
sector). Following the categorization proposed by Bick, based on the location of digital assets,79

Chaisse and Bauer have suggested a distinction between three different types: those contained in a
device that is under the owner’s control (“Class One”), those located in a computer or other stor-
age device owned by another person (“Class Two”), and those that do not have any physical point
of presences (“Class Three”). Establishing a territorial link could be more straightforward in Class
One and Two digital assets, like e-mails, software, or data, in as much as they are physically stored
(e.g., on a computer or server) under the company’s control inside the host State. It is much more
difficult to establish that link in Class Three assets like data processing, data visualization, and data
from social media, as, by definition, they have no physical presence.80

However, the abovementioned categories could be mixed, as it is not uncommon for certain
parts of an investment to be carried out outside the host State, especially in the digital economy.
For example, cloud-based providers might house their servers locally, regionally, or on servers
outside the host State’s territory.81 Under some ISDS case law, as long as these activities could

72Masdar Solar &Wind Cooperatief U.A. v. Kingdom of Spain, ICSID Case No. ARB/14/1, Award, §252-56 (May 16, 2018).
739REN Holding S.a.r.l v. Kingdom of Spain, ICSID Case No. ARB/15/15, Award, §182 (May 31, 2019).
74GCM Mining Corp. (formerly Gran Colombia Gold Corp.) v. Republic of Colombia, ICSID Case No. ARB/18/23,

Decision on the Bifurcated Jurisdictional Issue, §136-138 (Nov. 23, 2020).
75Vienna Convention on the Law of Treaties art. 32, opened for signature May 23, 1969, 1155 U.N.T.S. 331.
76See e.g. NAFTA, Arts. 110(1)(b), 1139; Argentina-US -BIT-, Art. I(I), among many others. Christina Knahr, The

Territorial Nexus between an Investment and the Host State, in INTERNATIONAL INVESTMENT LAW: A HANDBOOK 591
(Marc Bungenberg et al. eds., 2015).

77Horváth & Klinkmüller, supra note 34, at 581.
78Can I Invest in the Metaverse? TLDR: Yes, in 6 Ways, XR TODAY (Apr. 12, 2022) https://www.xrtoday.com/virtual-reality/

can-i-invest-in-the-metaverse-tldr-yes-in-6-ways/ (last visited Mar. 31, 2023).
79Jonathan Bick, All Digital Assets Are Not Legally Equal, L. J. NEWSLETTERS, (2017) https://www.lawjournalnewsletters.

com/2022/06/01/crypto-asset-legal-difficulties/ (last visited Mar. 31, 2023).
80Chaisse & Bauer, supra note 18, at 564–567.
81See id. at 565.
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be allocated to the investment and are destined to the host country, it would suffice in order to
meet the territoriality requirement. 82

The other problem is that in certain digital assets, it is not clear who has “control” over them.
For example, the use of DLT for digitalising assets implies decentralised governance, meaning that
it is not introduced into a specific territory, like a physical asset. Prieto believes that it is unclear
whether an investment or participation in a DLT could be categorised as an investment unless it
represents the operation of services physically linked to that activity, like to its development, such
as “mining” on a large scale.83

In the absence of known investment disputes about digital investments, existing ISDS caselaw
(mostly involving financial instruments or operations) could help examine the difficulties in estab-
lishing the territorial link when operations are primarily intangible.

Some cases have taken a restrictive approach, requiring a clear territorial nexus. In SGS v.
Philippines, the tribunal held that “in accordance with normal principles of treaty interpretation,
investments made outside the territory of the Respondent State, however beneficial to it, would
not be covered by the BIT.”84 Along the same lines, in Energoalians v.Moldova, it was decided that
a contract for electricity sale does not fall within the definition of investment “because it does not
involve economic activity in the territory of the host State.” 85 In his dissenting opinion in Abaclat
v. Argentina, Abi-Saab declared that:

[T]he financial securities instruments that constitute the alleged investment, i.e. the security
entitlements in Argentinean bonds, have been sold in international financial markets, outside
Argentina, with choice of law and forum selection clauses subjecting them to laws and for a
foreign to Argentina. In fact, they were intentionally situated outside Argentina and out of
reach of its laws and tribunals. There is no way then to say (and no legal basis for saying) that
they are legally located in Argentina.86

But interpretations have been more flexible in other cases. In CSOB v. Slovakia, a case con-
cerning loan obligations, the tribunal held that “a transaction can qualify as an investment even
in the absence of a physical transfer of funds.”87 Likewise, according to the tribunal in SGS v.
Paraguay:

There is no suggestion in the BIT that an investment in the territory of the State is limited to
only those investments that a State requires to be made in its territory; it covers any quali-
fying investments that merely are in the territory . . . intertwined services under a contract are
not divisible—some occurring in the territory and some outside the territory.88

Several cases have emphasised whether the funds could be used to the benefit of a person or the
host State, regardless of the lack of physical transfer to that territory. In Fedax v. Venezuela, it was
decided that:

82L.E.S.I.- -DIPENTA- v. Algeria, Award, §14 (Jan. 10, 2005) (“Nothing prevents investments from being committed, in
part at least, from the contractor’s home country, as long as they are allocated to the project to be carried out abroad. . . .
Indeed, experience shows that in contracts of this kind the initial expenditures required to prepare the project and the worksite
consist of material and intangible contributions that can and must often be made in the home country, but that are never-
theless destined for the country concerned”).

83Muñoz, supra note 47, at 9.
84SGS v. Philippines, Decision of the Tribunal on Objections to Jurisdiction, §99 (Jan. 29, 2004).
85Energoalians SARL v. Republic of Moldova, UNCITRAL, Award, §288 (Oct. 23, 2013).
86Abaclat v. Argentina, Dissenting Opinion Georges Abi-Saab, §78 (Aug. 4, 2011).
87CSOB v. Slovakia, Decision of the Tribunal on Objections to Jurisdiction, §78 (May 24, 1999).
88SGS v. Paraguay, Decision on Jurisdiction, §114 (Feb. 12, 2010).
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It is a standard feature of many international financial transactions that the funds involved
are not physically transferred to the territory of the beneficiary, but put at its disposal else-
where. In fact, many loans and credits do not leave the country of origin at all, but are made
available to suppliers or other entities. The same is true of many important offshore financial
operations relating to exports and other kinds of business. The important question is whether
the funds made available are utilised by the beneficiary of the credit, as in the case of the
Republic of Venezuela, so as to finance its various governmental needs.89

Likewise, the majority in Abaclat decided that the determination of the place of the investment
depends on its nature:

With regard to investments of a purely financial nature, the relevant criteria should be where
and/or for the benefit of whom the funds are ultimately used, and not the place where the
funds were paid out or transferred. Thus, the relevant question is where the invested funds
were ultimately made available to the Host State and did they support the latter‘s economic
development?90

The tribunal in British Caribbean Bank Ltd. v. Belize clearly decided that “[t]he location of a
financial instrument is to be assessed on the basis of the location of the benefit of that investment .
. . that the benefit of a loan agreement is to be found in the location to which the funds were
disbursed.”91 Other cases have reiterated the criteria of considering that an investment may be
made in the territory of a host State without a direct transfer of funds there, if the transaction
accrues to the benefit of the State itself.92

In summary, the territoriality link would probably be challenging to ascertain in a hypothetical
investment case dealing with digital assets, mainly when transactions concerning them occur in
several territories, in decentralised environments, or entirely online. However, the existing ISDS
case law could provide an indication that a territorial nexus could be established if the benefits of
that investment have an economic effect on the territory of the host State, regardless of the absence
of an effective transfer of funds to it. Digital Services may be seen as located in a State if their chief
impact takes place in that territory.93

However, as Zhang pointed out, a large part of the operations of some digital companies (like
social media) do not need to have any physical presence or to register in the territory of host States
and neither engage in any obvious flow of capital or other resources into host States.94

F. Standards of Treatment and Protection
Once we pass the threshold of the scope of application of IIAs, the effects of digitalization could
also occur concerning their standards of treatment and protection. For example, are the host
State’s responsibilities towards investors facing digital threats, such as cyber-attacks, covered
by standards like -FET- or -FPS-? Could data localization or source code disclosure requirements
affect investors’ national treatment?

Concerning the first question, Ginsburg points out that many of the conflicts arising out of the
regulation (or the lack of) of cross-border digital investment are likely to fall under the umbrella of

89Fedax v. Venezuela, Decision of the Tribunal on Objections to Jurisdiction, §41 (July 11, 1997).
90Abaclat v. Argentina, Decision on Jurisdiction and Admissibility, §374 (Aug. 4, 2011).
91British Caribbean Bank Ltd. v. The Government of Belize, Award, §206–207 (Dec. 19, 2014).
92Inmaris Perestroika Sailing Maritime Services GmbH et al. v. Ukraine, Decision on Jurisdiction, §123-125 (Mar. 8, 2010);

see also Alpha Projektholding GmbH v. Ukraine, Award, §123-124 (Nov. 8, 2010).
93CHRISTOPH H SCHREUER, LORETTA MALINTOPPI, AUGUST REINISCH & ANTHONY SINCLAIR , THE ICSID CONVENTION: A

COMMENTARY 140 (2nd ed. 2009).
94Zhang, supra note 39, at 217.
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the -FET-, given its broad scope.95 Chaisse and Bauer have concluded that in the context of cyber
claims, the lack of host State legislation or prosecutorial remedies might fall below the FET stan-
dard by failing to provide adequate access to local remedies.96 Moreover, for them, the FPS stan-
dard contains a groundwork for including the protection of intangible assets, and investors might
seek recourse where states have allowed an unsafe investment environment prone to cyberattacks,
under limitations of proportionality, meaning that states vulnerable to cybercrime have the means
to provide adequate cybersecurity protections.97

Yet, it is important to note that without an explicit mention of “legal security” in the respective
IIA,98 many arbitral tribunals have rejected the interpretation that FPS offers a guarantee of legal
protection, and should be restricted to physical protection and security.99 Several IIAs concluded
in the 2010s onwards have also explicitly excluded legal protection from FPS, being limited to the
necessary level of police protection.100 Mills has pointed out that because of the nature of modern
investments in the digital economy, it is unclear if and how FPS would apply to digital and intan-
gible assets, like websites, because of their boundless nature, making them seemingly incompatible
with geographically based laws.101 One could also question the limits of FPS, even if it would
include legal security, in case of extreme disruptions of the Internet, for example, during
large-scale cyber-attacks (e.g., during the Russian invasion of Ukraine), which would likely be
covered by IIAs provisions protecting against strife rather than FPS.

On the second question, Zhang and Mitchell argue that a clash between national treatment
commitments and requirements for the localization of data would depend on specific circumstan-
ces. These include the domestic regulation of foreign investment, the host State’s scope of data
localization, and whether IIAs explicitly or implicitly incorporate data protection through excep-
tions for the protection of the State’s essential security interests, public order, or public morals.102

We agree that a breach of an IIA’s national treatment provision would not happen automatically
because a data localization obligation is in place. Still, the tension is not always solved because
nationals are under the same requirement and could imply the breach of another standard, like
FET or FPS, depending on how localization requirements are implemented.

Bauer et al. have pointed out that data localization mainly enables governments to surveil their
own citizens. Still, those actions could also be directed against foreigners, and in some cases, mea-
sures to protect personal privacy and enhance cybersecurity can be regarded as discriminatory
against foreign investors.103

One way of dealing with the tension between standards of treatment or protection in IIAs and
digitalization would be to directly address them in such agreements. According to the OECD,
digital transformation presents challenges and opportunities for investment policymakers.
Future investment treaties can offer both opportunities for commitments and ensure that govern-
ments have the necessary policy space to regulate issues like data protection, cybersecurity, locali-
zation requirements, online consumer protections, e-government services, or prohibitions on
forced transfers of technology or source code.104

95Robert Ginsburg, Investor-State Dispute Settlement in the Digital Economy: The Case for Structured Proportionality, 39
NW. J. INT'L L. & BUS. 171 (2019).

96Chaisse & Bauer, supra note 18, at 576.
97See id. at 583.
98See e.g., Ecuador–Guatemala BIT (2002), Cuba–Peru BIT (2000), Bolivia–Peru BIT (1993), and Argentina–Denmark BIT

(1992).
99DOLZER, supra note 1, at 236.
100RADI, supra note 3, at 108.
101MILLS, supra note 20, at 10.
102Zhang & Mitchell, supra note 33.
103Erik van der Marel, Hosuk Lee-Makiyama & Matthias Bauer, The Costs of Data Localisation: Friendly Fire on Economic

Recovery, 3 ECIPE OCCASIONAL PAPER (Eur. Ctr. Int'l Pol. Econ., 2014).
104OECD, The Future of Investment Treaties. Background Note on Potential Avenues for Future Policies, 12–13 (Org. Econ.

Coop. & Dev., 2021).
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However, we believe that caution should be exercised about including digital transformation
commitments in IIAs, as they could increase the chance of ISDS. Unfortunately, most agreements
do not have provisions that include enough policy-space flexibility for states, either through
exceptions, exclusions, or carve-out of certain sensitive areas like personal data protection.105

Although some IIAs have exceptions on national security interests, it is still far from being a
common provision in these treaties.106

In some instances, IIAs restrict the possibility of host States imposing performance require-
ments, such as an amount of technology transfer, or a software’s source code.107 A recent model
investment treaty, Canada’s 2021 Foreign Investment Promotion and Protection Agreement,
includes an exception to such a restriction but in minimal terms. It does not preclude a regulatory
body or judicial authority of a Party from requiring a person of the other Party to preserve and
make available the source code, or an algorithm expressed in that source code, to the regulatory
body for a specific investigation, inspection, examination, enforcement action, or judicial proceed-
ing, subject to safeguards against unauthorised disclosure.108

G. Conclusion
International Investment Agreements are “analogue” treaties, and their provisions are, in princi-
ple, not intended for the digital era. The impact of digitalization in the international investment
law regime is, until now, mainly theoretical, but it is evident for both traditional and digital invest-
ments. In the case of the former, the impact is primarily on the way of proving the property, con-
trol, and management over assets.

Concerning digital investments, the usually broad scope of application of existing IIAs is likely
to cover investments in digital assets, depending on the definition of protected investments and
protected investors, provided that there is a flexible interpretation of the territorial nexus, in the
absence of a physical presence on the assets in the territory of the host States. As Mitchell and
Hepburn have pointed out, these threshold requirements are complicated, but likely met.109

Once the scope of application of IIAs has been cleared, a new set of problems might appear con-
cerning the implementation of IIAs’ standards of treatment and protection and the digital world.
Such analysis would require more time and space than that provided in this article, and we have
only intended to give some initial thoughts in this regard.

Considering the digital policy is still shaping up, and there is no consensus on a number of
issues, like cross-border data flows and data localization, it would be wise to avoid explicitly
including the protection of digital assets in IIAs. Although up to now, there is no -ISDS- case
directly involving digital assets, the impact of digitalization on investment treaties and its dispute
settlement is already becoming evident, and it is likely to continue in the future in different inno-
vative ways. For example, digital tokens have been used to fund an investment arbitration.110 The

105Few IIAs explicitly include exceptions applicable to data protection, either in exceptions to national treatment or general
exception clauses, and are found mainly in recent agreements such as Chile - Hong Kong -SAR- Investment Agreement
(2016); Lithuania - Turkey -BIT- (2018); Colombia - Spain -BIT- (2021) and China - -EU- Comprehensive Agreement
on Investment (not signed yet).

106Alschner et al., supra note 66 (stating that according to EDIT, at least 75 BITs include that exception).
107MILLS, supra note 20, at 45.
108Canada, 2021 Model FIPA, art. 12.
109Andrew D Mitchell & Jarrod Hepburn, Don’t Fence Me in: Reforming Trade and Investment Law to Better Facilitate

Cross-Border Data Transfer, 19 YALE J. L. & TECH. 182, 217 (2017).
110See e.g., Damien Charlotin, Claimant Seeks to Renew Arbitration Claim with Fund-Raising Campaign Using Innovative

“Arbitration Membership Tokens”, INV. ARB. REP. (Apr. 1, 2022) (showing that it has been reported that claimants that failed
on jurisdictional grounds in EuroGas and Belmont v. Slovak Republic are seeking to fund new proceedings under with a sale of
dedicated tokens).
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discussion then will probably turn to the application of analogue rules to a digital world, or the
need to create new ones.
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